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Security+

Program Overview: A CompTIA Security+ certification validates the security proficiency of an individual typically with two years on-the-job networking and information security experience. The exam covers industry-wide topics including communication security, infrastructure security, cryptography, access control, authentication, external attack and operational and organization security.

Target Audience: The CompTIA Security+ certification is geared toward IT professionals with up to two years of technical experience wishing to specialize in information security.

Prerequisites: There are no prerequisites for the CompTIA Security+ exam. However, it is recommended that candidates have CompTIA Network+ certifications or equivalent knowledge.

Requirements: Students must pass the following exam requirements to attain the CompTIA Security+ credential.

CompTIA Security+ is an international, vendor-neutral certification that demonstrates competency in:

- Network security
- Compliance and operational security
- Threats and vulnerabilities
- Application, data and host security
- Access control and identity management
- Cryptography

CompTIA Security+ not only ensures that candidates will apply knowledge of security concepts, tools, and procedures to react to security incidents, it ensures that security personnel are anticipating security risks and guarding against them.

Candidate job roles include security architect, security engineer, security consultant/specialist, information assurance technician, security administrator, systems administrator, and network administrator.

Organizations that employ CompTIA Security+ certified staff include Hitachi Information Systems (Japan), Trendmicro (Philippines), Lockheed Martin, the U.S. State Department, Prestariang Systems Sdn. Bhd. (Malaysia) and U.S. government contractors such as EDS, General Dynamics and Northrop Grumman.

CompTIA Security+ is one of the options for certifications required by the U.S. Department of Defense, for military personnel or military contractors engaged in information assurance activities.

CompTIA is an ANSI accredited Certifier - 0731. The CompTIA Security+ce program is included in the scope of this accreditation. The CompTIA Security+ certification may be kept current through the CompTIA Continuing Education program.
<table>
<thead>
<tr>
<th><strong>Number of questions</strong></th>
<th>Maximum of 100 questions</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Length of test</strong></td>
<td>90 minutes</td>
</tr>
<tr>
<td><strong>Passing score</strong></td>
<td>750</td>
</tr>
<tr>
<td></td>
<td>(on a scale of 100-900)</td>
</tr>
<tr>
<td><strong>Recommended experience</strong></td>
<td>CompTIA Network+ certification and two years of technical networking experience, with an emphasis on security.</td>
</tr>
<tr>
<td><strong>Languages</strong></td>
<td>English, Korean, German, Japanese</td>
</tr>
<tr>
<td><strong>Exam codes</strong></td>
<td>SY0-301, JK0-018</td>
</tr>
</tbody>
</table>