What is a CISSP?  Tuition $3,000.00  12 weeks
CISSP Certification was designed to recognize mastery of an international standard for information security and understanding of a Common Body of Knowledge (CBK). Certification can enhance a professional's career and provide added IS credibility.

CISSP Exam Structure
The CISSP Certification examination consists of 250 multiple-choice questions. Candidates have up to 6 hours to complete the examination. Ten CISSP information systems security test domains are covered in the examination pertaining to the Common Body of Knowledge.

Process for becoming a CISSP
To become a CISSP, a candidate must successfully complete two processes: Examination and Certification.

Examination
The eligibility requirements to sit for the CISSP examination are completely separate from the eligibility requirements necessary to be certified. To sit for the CISSP examination, a candidate must:

- Submit the examination fee.
- Assert that he or she possesses a minimum of four years of professional experience in the information security field or three years experience plus a college degree.
- Complete the Candidate Agreement, attesting to the truth of his or her assertions regarding professional experience and legally commit to adhere to the CISSP Code of Ethics.
- Successfully answer your questions regarding criminal history and related background.
Certification
To be issued a certificate, a candidate must:
- Pass the CISSP exam with a scaled score of 700 points or greater.
- Submit a properly completed and executed Endorsement Form.
- If the candidate is selected for audit, they must successfully pass that audit of their assertions regarding professional experience.

Endorsement
Once a candidate has been notified of passing the CISSP examination, he or she will be required to have his or her application endorsed by a CISSP before the credential can be awarded. If no CISSP can be found, another qualified professional with knowledge of information systems or an officer of the candidate’s corporation can be used to validate the candidate's professional experience.

The endorser will attest that the candidate's assertions regarding professional experience are true to the best of their knowledge, and that the candidate is in good standing within the information security industry.

Upon receipt of the Endorsement Form and barring a random audit of the candidate's professional experience, the CISSP credential should be awarded within one business day, with a formal notification sent via e-mail.

Audit
A percentage of the candidates who pass the CISSP examination and submit endorsements will be randomly subjected to audit and required to submit a resume for formal review and investigation.

If audited (subject to results), the credential will be awarded within seven business days and notification sent via e-mail. Naturally, there may be some delays due to mail service or the number of forms received. Also, audits may require additional time for verifying information and/or contacting references.
Detailed Course Outline

- Access Control Systems & Methodology
- Applications & Systems Development
- Business Continuity Planning
- Cryptography
- Law, Investigation & Ethics
- Operations Security
- Physical Security
- Security Architecture & Models
- Security Management Practices
- Telecommunications, Network & Internet Security

The International Information Systems Security Certification Consortium, Inc. (ISC)² is a global, not-for-profit organization dedicated to maintaining a Common Body of Knowledge for Information Security (IS) and certifying industry professionals and practitioners in an international IS standard. CISSP Certification was designed to recognize mastery of an international standard for information security and understanding of a Common Body of Knowledge (CBK). The CISSP Certification exam is a six-hour process that consists of 250, multiple-choice questions, each having four possible answers (only one of the answers is most correct).

IT Professionals seeking to enhance their careers and gain credibility as Information Security specialists.

Exam candidates must have 4 years professional experience, or 3 years plus a college degree, and have a broad knowledge of information security technologies and practices. Candidates must also commit to uphold the CISSP code of ethics, and satisfactorily answer your questions concerning any criminal history or related background.

CISSP Exam

Exams requirements are subject to change without notification

Requirements: Students must pass the following exam requirements to attain a CISSP credential.
Exam: Certified Information Systems Security Professional (CISSP)

Test Preps (1)
Certified Information Systems Security Professional (CISSP)

Courses (10)
Information Security and Risk Management
Security Architecture and Design
Access Control
Application Security
Operations Security
Cryptography
Physical (Environmental) Security
Telecommunications and Network Security
Business Continuity and Disaster Recovery Planning
Legal, Regulations, Compliance and Investigations